
As the leading intergovernmental organization in the field 
of migration, the International Organization for Migration 
(IOM) is increasingly called upon by States to assist in 
addressing complex border management challenges. 
The Immigration and Border Management (IBM) Team 
offers guidance and expertise to governments aspiring 
to strengthen their technical knowledge and institutional 
capacity in migration and border management - aiming at 
long-term sustainability.

To reach this objective, the IBM Team develops and 
delivers training courses and “training of trainers” 
programmes for immigration officials, backed by a suite 
of key in-house training manuals, including the Essentials 
of Migration Management, the Essentials of Migration 
Practice, the Passport Examination Procedures Manual 
and the Documents: The Developer’s Toolkit. 

 THE MANUAL
The Immigration and Border Management Programme 
aims at assisting states in assessing and improving 
the security of their identity documents and issuance 
systems, targeting the full identity management chain 

– from the delivery of reliable breeder documents such 
as birth certificates to the safe and reliable issuance of 
secure identity documents.

In this context, the Developer’s Toolkit provides an 
overview of the key issues that should be considered in 
every new identity document development process. It 
aims at expanding the knowledge and facilitating the work 
of both individuals and agencies involved in developing 
secure travel and identity documents.

International Organization for Migration (IOM)
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DOCUMENTS:  THE DEVELOPER’S  TOOLKIT

THE EDITOR’S NOTE

SINCE DOCUMENT DEVELOPERS HAVE TO 
COPE WITH LARGE NUMBERS OF FACTORS 

WHEN CREATING NEW SECURE 
DOCUMENTS, THE EXPERTISE OF 

VARIOUS SPECIALISTS WAS SOUGHT. 

THE COMBINATION OF THEIR EXPERTISE, 
THEIR PRACTICAL KNOWLEDGE AND 
ACQUIRED EXPERIENCE IN THE FIELD 

OF SECURE DOCUMENTS MAKES 
THIS BOOK UNIQUE. 

“

”

2008 - 273 pages 

Available inEnglish,  
French, Spanish,         

Russian and Arabic
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iom is committed to the principle that humane and orderly migration benefits migrants and society. as an 
intergovernmental organization, iom acts with its partners in the international community to: assist in meeting the 
operational challenges of migration, advance understanding of migration issues, encourage social and economic 
development through migration, and work towards effective respect of the human dignity and well-being of migrants. 

For further information, please contact:

Department of Migration Management – Immigration and Border Management Division 
17 route des Morillons, 1211 Geneva 19, Switzerland

Tel.: + 41 22 717 91 11 • Fax: + 41 22 798 61 50 • E-mail: ibm@iom.int • Website: www.iom.int
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PURPOSE AND TARGET GROUP

The management and use of secure identity and 
travel documents, including documents incorporating 
biometric technology, is an increasingly important and 
complex issue for States. 

Nevertheless, limited reference material is publicly 
available on the fundamental processes involved in 
developing a secure document.  This gap in reference 
material challenged two documents specialists, Diana 
Ombelli and Fons Knopjes, to compile and edit a book 
about how secure documents are developed. Working 
closely with a number of respected international 
experts to document and record their knowledge 
and experience, this Developer’s Toolkit seeks to 
provide a detailed overview of all topics related to the 
development and implementation of a new security 
document as well as to offer some inspiration in setting 
up a document development project.

This manual is designed to provide up to date technical 
and managerial guidance on the process of developing 
new identity and travel documents (including passports) 
to all interested stakeholders.

LEARNING PROCESS

The Toolkit is not a do-it-yourself manual indicating 
step-by-step the way to follow, but represents a 
reference source, where the manager or developer 
of a secure document can find tools and ideas to fine-
tune their project and the product. Given the great 
variety in the types and form of secure documents, the 
editors have concentrated their attention on travel and 
identity documents.  The Toolkit is intended to present 
an overview of the key issues that should be addressed 
in every new secure document development process.  
It covers issues including the security concept through 
to logistics infrastructure.  The Toolkit also highlights 
the importance of the “security chain” in which the 
weakest link determines the overall security the secure 
document.
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